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1. Installing

If you have a problem, and you can’t find a solution, or for more information please visit our
supportforums on http://www.handle-it.nl/boards/fg/3/hitwb-monitoring.aspx.

The installation of HitWB Monitor consists of several components

e HitCollector, windows service responsible for collecting, analyzing data collected from servers
e HitWB.net, asp.net 4 webapplication
®  Sqlserver database HitWB

e  HitWBClLient, optional component can be installed on client (from HitWB Monitor webapplication) for
more functionality

The licensed version also has extra components:

e HitWBServiceMonitor, asp.net 4 webapplication for Service Oriented Monitoring (bridge commandcenter
function e.g. on a helpdesk)

e HitNatification, windows service sending out notification about status changes of configured services

1.1 Prerequisites

The following components are needed before installing HitWB Monitor.

e .Net Framework 4
® - SQLserver 2008 Express or Sqlserver 2008 other version, server authentication Mixed mode
e IS

If you're installing on a Windows Server 2008/Windows 7 environment please be advised that to successfully
install you need to install the Role “Services for 11IS 6 Management Compatibility".


http://www.handle-it.nl/boards/fg/3/hitwb-monitoring.aspx
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1.2 Installation procedure

You need the following information, which you will be asked to supply during the installation

Component ltem Value Required

Database DatabaseServer e.g. (local)\sqglexpress Yes
DatabaseUsername Optional, leave blank for
Windows Authentication
DatabasePassword Optional, leave blank for
Windows Authentication
HitCollector Domain e.g. Handle-it Yes
service Account
Username e.g. Sa_monitoring Yes, must be a user with

domain administrative
privileges for all
monitoring functions to
work properly

Password 5 ok ok ok ok ok ok ok ok oK ok Ves

WebApplication | ApplicationPool ASP.NET v4.0 Yes

For UAC: Launch a command prompt as Administrator

From the command prompt execute the following command:

EM Administrator: cmd.exe

M:~ws2B1@~HitWBSetup HitWBSetup~Release>meiexec 1 HitWBSetup.msi_




i HItWB !IEIE
Welcome to the HitwB Setup Wizard [

The ingtaller will quide you through the steps required ta install Hitw'B on pour computer.

WARMIMG: This computer program iz protected by copenght law and international treaties.
Unauthaorized duplication or diztribution of this program, or any portion af it may rezulk in severe civil
or criminal penalties, and will be prosecuted to the masimum extent pozzible under the law,

Cancel % Back
Please click Next
i HItWB [_o] =] |

License Agreement [

Fleaze take a moment to read the license agreement now. |F pou accept the tems below, click 'l
Agree’’, then "Mext". Othenaize click "Cancel"'.

SOFTWARE LICENTIEOVEREENKOMST

BELAMGRIJK! LEES DIT EERST. DIT IS EEN LICENTIEOVEREENKOMST.

Gezien het feit dat deze software freeware is, hetgeen
inhoudt dat de licentie kosteloos is, wordt er geen
enkele vorm van garantie gegeven.

[

i~ | Do Mot Agree

Cancel < Back Ment »

Read the license agreement and select | Agree, click Next
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i HItWB

HitWE Information

Prerequisites:

Net Framework 4
s

e S0OLServer Express 2008 odfull SqlServer 2008

Attention: When you install this software on Windows
Server 2008 / IS7 please read this:

Thnrn ir el ﬂi’li‘ll"’lﬂﬁ"l Falalaalatalalalsks nnnrlnrl fmlal ‘ﬁ.ufinrln1.urr

[

Cancel

< Back

Ment »

Please read the information, and click Next
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i HItWB !IEIE
Specify SQL Server A

Fleaze specify SglServer to uze for HitWE. Leave uzername/pw blank for integrated authentication

Databaze Server:

I[Iu:u:al]'\sqle:-:press

Izer Mame:

Pazzword:

Cancel < Back

Please specify the name of the SqglServer, and if you want to use sqgl authentication fill in the
Username and Password, click on Next



i HItWB !IEIE
Please specify Service Account [
; :.‘ |

Specify zervice account for HitCallector service. Thiz account muzt have domain adminiztrative
rightz.

Damairn:
Ihandle-it

|zernarme:;

Isa_mu:unitu:uring

Pazzword:

Ixxxxxxxxxxxxxxxxxxxxxxx)1

Cancel < Back Ment »
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Please specify the credentials under which the HitCollector service will be running in you're

environment, and click Next



i HItWB !IEIE
Select Installation Address [_‘.

The ingtaller will inztall Hitw B ta the following web location.

Toinstall ta this web location, chick "MNest. To install o a different web location, enter it below.

Siter
| Defaul web Site =l Disk Cost...

Wirtual directony:
|Hitw/B.net

Application Poal:
ASP.MNET wd.0

Cancel % Back Ment »

Please select Application Pool: Asp.net v4.0, and click Next

i HItWB !IEIE
Confirm Installation [_‘.

The ingtaller iz ready to inztall Hita'E on wour computer.

Click "Mext" to start the installation.

Cancel < Back
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All needed information is gathered, please click Next to start the installation of HitWB Monitor



Installing HitwB l

Hitw'B iz being installed.

Flease wait...
< Back Mext
i3 HitWB = 3
Installation Complete |

HitwE haz been succeszsfully inztalled.

Chck "Cloze" to exit,

Fleaze configure HitwE by going to http:/#localhostd hitwb, netdlogin, azps. [Logon with the service
account for HitCallectar, that you supplied during thiz inztall]

Canzel < Back

You have now successfully installed HitWB Monitor, and need to setup users.

Page |10
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1.2.1 Logging in for the first time, and setting up Users

Please start a webbrowser and browse to http://<servername where HitWB is
installed>/hitwb.net/login.aspx

ﬁ' http:/ fsrv-monitoringl fhitwb.net/login.aspx - Windows Internet Explorer

@‘—“ - Il‘[‘ http: /fsrv-menitoring 1/hitwb. netflogin. aspx j *4|| X% I_"e S=lksd
ﬁ ke ﬁ‘htq::ﬂsrv-monltorlngUhlmb.nenﬂogln.asp)( | | fiﬁh - E - (- - ;}'Eage - <_; Tools = »
By installing the HitWwBClient on this computer you will be able to use all advanced options offered by HitWB.net. Install here (i ;l
H HI™/ B8 MONITOR L
FPOWERED BY,

Logon HitWB

Dorrain |

Username |

Password |

Logon
hitwb.net, Version=2.2011,5.0, Culture=neutral, PublickeyToken=null 2,2011.5.0
|Dnna ’_’_’_ ’_’_ ]_|E‘.‘_ Local intranet | Protected Mode: Off | *100% - 5

Authentication in HitWB Monitor is done using Windows Authentication, so you don’t need to

remind a separate password. You just logon with you’re familiar Windows account credentials.

For the first time login it’s important that you logon with the username (Service Account) you have
supplied during the installation of HitWB Monitor, in our example

Domain: Handle-iT, Username: sa_monitoring.
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/2 HitWB Monitor jows Internet Explorer [H[=] E3
@T\ | & httorjsrv-monitoring1itwb.net WebFormMain.aspx ICIEAE h o+
PRI — | ] % - B) - - reege - Grods - *
5 Monitor Modules Settings Lagoff B
£ 2 Global Settings
arldle a Administrative Notes
IgnoreList Sattings.
HITWB Monimor Lastupdate: 26-9-2011 13:00:01 UserSsttings o ages >
POWERED BY, Services Oriented
Monitaring Configuration
Refresh Adknowledge @ Select Current Display 5 rows p/p ¥
" Select Acknowledged
Ctock | _untock | € Select Solved
" [Select System =l [Sort Systems by Date/ Time Message x|
Q = all Systems Selector v
I Select all on this page I Select all messages
EvtLogbook Evtld  EvtSrc Descrintion
TPM Base Services has status Stopped =TBS). More info: Enables access to the
com @ Trusted Platform ModLle (TEM), which provides hardware-based cryptooraphic semvices to
I & 26092011 125002 # Servies na o nta © System comporents and spplcations. IF this senvice s stopped of dissbled, applcations wil be
unable to use keys protectad by the TPM.
i : . 09-. » Microsoft .NET Framework NGEM v4.0.30319 X86 has status Stopped
Dt I @ 25032011 125902 # Services nfa 0 i * [Senicerame=Clopfimization v4.0.30519 32, More info: Microsoft BET Framework NGEN
Informa Ereeware version running with {0} workerthreads: Limitations: may 3 servers can be monitored.
r O 28092011 12:50:00 5 EventLog Information o tion 1 Please be adhvised that module Vmware ESX is only avalable in licensed version. Please visit
it/ Turvrw.handie- . for sffordable Icense options
Microsa
frwind g g
; 5 Application 'C:\Program Files\Mcafee\ViusScan Enterprise\shstat. exe’ (pid 4416) cannot be
™ 4\ 25032011 1237:17 & Eventlog spplcaton 10010 awskes 2 oL Stgffsj” e ﬁéit.fnmgigeéi?‘nfﬁfJ!fﬁﬁ?%ﬁziﬂf?ﬁfw exe’ (pid 4416) cannot be
tartMan jrestarted - Anoication 51D does not match Conductor JD...
ager
p I, = The Secwrity System could not estabish 3 sscured connection with the server
~ A 20-09-2011 13:19:39 1> Bventlog System 4061 Leasry i LDAP/dc001 k. nifkg niKG. ML, Mo authentication protocol was avalable,
Refreshin 43 sec [N [T T & cocalintranet | Protected Mode: of Rwo% ~ 4

Please from the mainscreen goto Settings=> UserSettings, and Insert any users that you need.

You can give a user a role, and a userprofile based on monitored Systems or available modules.

2 Using HitWB Monitor (Mainscreen)

oo

» [ ttp:fsrv-monitoring 1 hitwb.net/WebFormMain. aspx S £l

o £ HitWB Monitor | | + ::hPage + (( Tooks + 7

Monitor Modules Settings Logoff ;I
o
1 le ﬂ‘ Menubar

HITWB MONITOR L Lastupdate: 26-9-2011 13:00:01 Ignored Messages =

POWERED BY,

Refresh Acknowledge @ Gelect Current Display 5 rows p/p h
 gelect Acknowledged
Lok | [nlock | 000 Grlved

- [select system = [Sort systems by Date/Time Message x|
Q < all Systems Selector -
2 3
™ Select all on this page [ Select all messages
12345678910 ...page 1 0f34
- Date & Time- Source EvtLogbook Evtid EvtSrc Description
e TPM Base Services has status Stopped (Servicename=TES). More info: Enables access td the
|2 . Trusted Platform Module (TP, which provides hardware-based cryptographic services
o -09- SO0
munllurrllln 1 ™ @ 25002011 125902 # Servees nfa o nfa * Systemn components and applications. T this service & stopped or disabled, appications wl be
= unable to use kevs protected by the TPM.
Description: € 26002011 12550:02 < Services nia o nfa 4 Microsoft .NET Framework NGEN v4.0.30319 386 has status Stopped

i Informa Ereeware version running with {0% workerthreads: Limitations: max 3 servers can be mor
MO 26-08-2011 12:59:00 B Eventlog Information o tion 1 Please be advised that module YmWare ESX is only available in licensed version. Please vi
http:/fwwesr . handle-it.nl for affordable license options

(Servicename=cdlr_optimization v4.0.30319 32). More info: Microsoft .WET Framework MGEN
itored
it

icroso
ft-wind | .
P 0. 0 N Application 'C:\Program Files\Mcafeel VirusScan Enterprisetshstat.exe’ (pid 4416) cannotlbe
T & esosani 123717 & eventtog FrsEEin | ATy ‘z\aftih«;{:rf 2 jestarted - Applcation SID does not match Conductor SID.
ager
A 0092011 13:19:30 B EvertLog Systam 40061 LsaSry 1 The Security Systern could not establish a secured connection with the server

LDAPde0a 1 ka.nlfka.AEKG. ML, Mo authentication profacol was available.

MessageGrid

[REfresh in 38 sec [N [ [T [T [ [ tocalintranet | Protected Mode: OFF P00 -




Page |13

2.1 Menubar

From the menubar you can select all available options.

2.2 Actionbar

From the Actionbar you can see the lastupdate, which messages are Ignored (You can ignore
messages so they don’t show up in the MessageGrid), and you can perform actions on selected
messages.

Fundamental is that HitWB Monitor utilizes two types of messages:

e Messages from Logging sources, which don’t have a way of telling if the problem is
solved, like Eventlog, Snmp Traps, Logfiles, Syslog etc. If you have taken notice of the
content of such a message, you can select the message and click on Acknowledge. The
message will be no longer visible in the ‘Select Current’ view.

e Messages where the message automatically will be moved to the ‘Select Solved’ when
HitWB detects it is solved. A simple example is a Diskspace message, when the threshold
will be no longer reached it will be automatically places in the Solved Messages.

If you want to see Acknowledged Messages please click on ‘Select Acknowledged’.

If you want to see Solved Messages please click on ‘Select Solved’, notice that HitWB automatically
calculates the duration of the problem.

You can also quickjump to a certain System bij selecting the ‘Select System’ dropdownlist.

2.3 MessageGrid

The MessageGrid contains all the information collected by the HitCollector service.

You can click on the system and get System Detailed information.
(175 nttp=ssrv-monitoring kgl - FREWE Syetam Detals = NhcrosoR Intermet EXplorer wardt sangeboden door Kenn.. | =l et |

Detail information srv-monitoring.ka.nl

System [srv-monitoring.  nl

Type / Nr of Processors  (PowerEdge R710 [ 2
Description Monitoring “  Free Diskspace
L
Operating System Microsoft® Windows Server® 2008 e
Standard =
Service pack [service Pack 2
Serialnumber [9M4P94J

System started

Avqg. Disk Queue Length
Memory Usage ] 4095 Mb
CPU Util/Queue Length (NN

Network Util [ ] -

Network Device n/a Network n/a
VipDomain
Network Port n/a Network VLAN n/a

" AutoRefresh _Manage] _RDP | _BmMc | _History]




Page |14

If you Tick ‘Auto Refresh’ you can also see the most important performance resource information.

You can also click on the Description to get Detailed information, and if possible solve the problem
immediately. If you click on a message that needs to be acknowledged you see this screen.

Search Internet

System (sqr2005test |
Admin note [SQLZIH]S testomgeving

Eventsource [Userenv

Eventid 1054

TimesLogged 3857

Description Windows cannot obtain the domain controller name for your computer network. (An unexpected network error -
occurred. ). Group Policy processing aborted.

Microsoft information:
Explanation -

= I
A network connectivity or configuration problem exists. Group Policy settings cannot be applied until the problem is fixed. ‘ ‘ :

User Action
To troubleshoot the network connectivity or configuration problem, try one or all of the follewing:

In Event Viewer, click
Slvstem. and check for anv networkina-related such as Netlonon messages. that indicate a network connectivitv issue. ) l
< mn B

Related articles: Google results:

Microsoft Article 933458 Event ID 1054 is logged in the Application log in Windows Server ... -
Microsoft Article 816045 Source: Userenv Event ID: 1054 (Windows Operating System 5.2 ...
Microsoft Article 555381 How to troubleshoot Group Policy object processing failures that ...
Microsoft Article 299563 Event ID 1054 Source Userenv

Microsoft Article 239924 Domain Controller getting Event 1054 Source Userenv - Active Directory
Microsoft Article 305293

Mirennnft Articla 275155
¢ v | g i ] »

Ignore Until |dd-mm-yyy hh:mm Ignore ] Histury] Close ] U .\\%

ol »

Notice that HitWB Monitor immediately gives detailed information over the logged message, and all
back-ground to decide if action needs to be taken.

If you click on Description of a message that needs to be solved (e.g. Service down, Diskspace
threshold reached etc etc) you get this screen



'S hitpsi//srv-monitoring.

Problem information

| HitWB Solve Problem |

System [ Fileserver.Handle-it.nl |
Adm.notes Handle-iT fileserver
Problem Diskspace threshold -

reached (4%) drive:x: label: Home
FreeSpace : 0%
Available Megabytes : 532
Total # of Gigabytes: 126

i

History €3 26-9-2011 14:47:10
@ 26-9-2011 14:53:57
'\'3 26-9-2011 14:43:51
@ 26-9-2011 14:47:10 -

m s

=

[dd-mm-yyyy _Ignore | Solve | Close | O ‘Q:;ﬁ

Notice that you see the message and it’s history, you can immediately put it on the ‘Ignore List’ by
clicking on Ignore. There is a Solve button that can be used (for the solve button to function you need
to install the HitWB Client software, from the logon page)

¥
Also from the mainscreen you can QSearch all messages, and thereisa ' wizard to add
Systems. In the next chapter all the modules will be explained in more detail.
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3 Modules (configuring what to monitor, luckily that’s easy)

3.1 General

When you click on one of the available modules you can easily and without the need to supply many
information add servers to be monitored.

Example of Module Eventlog

/2 HitWB Modules - Windows Internet Explorer

[_[olx]
6\”\/ - | repsper 1hitwb (=1 ##][ x| [uive search P~
% 4 D HitWE Modues | | Fp - B - o - hpage - 0 Teok <
Monitor Modules Settings Logoff =

H HITWB NIDNITDF‘ L

RED &Y
Module Eventlog L]
Edit Delete Insert [Pro-actieve monitoring van Windows (en LanManager
varianten zoals b.v. Compag Pathworks voar OpenVMs/ [Select system =l

lUnix) Eventiogs. Alle processen in een Microsoft Windows
System INT/2000 omgeving melden. For Windows 2008 support: If|

you want to select Application and Services EventLog

Bvertource [ [Sources s s te syntax tat you shouid se: System:

Srv-Windows2008 EventSource: Microsoft-windows-

Tasks [Operational
™ Enabled
1Page 10of 1
System EventSource Entry enabled
el SRW-MOMITORINGL Application 3
(sl SRA-MOMITORINGT Systemn 3
Done [ [ | [ | [%& Localintranet | Protected Mode: OFf 0% v g

Above an example of module Eventlog, you only have to add the System and the EventSource (e.g.

System,Application etc). There is tooltip information available when you hover over €.
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3.2 Available Modules

e (Cluster, Complete monitoring of all resources in a Windows Cluster environment

e Database Check, Check by standard query, or own supplied query the status of you're
databases

e Diskspace, Check free diskspace and get notified if thresholds are reached

e DFS & Replication, Check Distributed File System and if the supplied DFS is replicated
correctly to all destinations

e Eventlog, Check Windows Eventlog and get notified if errors, warnings etc are logged. Get
automatically a full description what the logged message means, the severity and what you
should do to solve the possible problem, or prevent system failure

e GlobalHealth, Check a variety of Windows performance parameters like CPU
Utilization, Memory, Hard disk 10, Network |0 etc

e Logfiles, Check logfiles (mostly textbased) for keywords supplied (like error, warning, fatal
etc) and get notified if such a message is logged to the supplied logfiles

e Netlogon replication, check Active Directory health, for example replication, trusts etc.

e Ping, good old TCP/IP check if device is reachable over the network

e Printservers, check Windows printserver and get notified if a printer is offline, needs toner
etc etc

e ProcessChecker, check if a given process is running and is in a healthy state

e SNMP traps, receive snmp traps of every device capable of sending it. Configure the system
to send SNMP traps to you’re HitWB Monitoring server and you are up and running.

e Services & Devices, check windows services & devices are running and in a healthy state

e Syslog, receive syslog messages (e.g. from a unix or linux system), configure the unix/linux
system to send syslogmessages to you’re HitWB Monitoring server and that’s all there is too
it.

e TaskScheduler, check scheduled tasks, if task is correctly scheduled and in a healthy state

o Timedifference, check the time on e.g. you're domain controllers to check if they are in sync.
Very important for certain authentication methods like kerberos.

e TNSPing, check Oracle server listener if it's up and running correctly

e UrlChecker, check given url (e.q. http://www.handle-it.nl) on you're local network, or by
proxy over the internet if reachable and running correctly

e VMWareESX - vSphere, check you're ESX/vSphere hosts on all important parameters like
configuration, alarms, resource usage, health etc.



http://www.handle-it.nl/

4 Global Settings
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Monitor Modules

Handle-

Global Settings

Update Back

Scan Interval

150 Seconds
60000 Miliseconds

Firewall http://proxy.handle-it
(8080

Http Resp Threshold [T

Logfile IgnorePattern [err=53,failt,err=1311,err=5,err=1326,#4280,#768,mod_epo Failed to process ac

Scan Timeout

Firewall port

Logfile SearchPattern (Error,Warning, Fatal,ora-,Loop Down,failed,Exception,NACK

Alternate Credentials (necessary for VMWare ESX)

Username (sa_monitoring

Password (

Diskspace Threshold (2 ]

Settings Logoff

®100% ~

In the Global Settings you can configure the following options:

Scan Interval

Determines how frequently scans are performed

Scan Timeout

Determines the timeout for the scanning process

Firewall

Needed for connection to the internet, fill in
proxy server address. Also important if you want
the module UrlChecker to perform website
checks over the internet. (please use URI
notation e.g. http://proxy.handle-it.nl

Firewall port

Specify portnumber for the proxy

HTTP Resp Threshold

Important for URL checker and other modules
the maximum time given to check a server over
HTTP in seconds before a timeout is generated

Logfile Ignore Pattern

Essential for module Logfiles, which keywords
should be ignored

Logfile Search Pattern

Essential for module Logfiles, which keywords
are important, and if found are reported directly
to you

Alternate Credentials Username

Essential for module VMWare ESX, credentials
supplied here are used for connecting the hosts
and performing checks

Alternate Credentials Password

Essential for module VMWare ESX, credentials
supplied here are used for connecting the hosts



http://proxy.handle-it.nl/
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and performing checks

Global threshold for the module Diskspace
(percentage), if a checked System has a
diskdevice with less then the supplied
percentage freespace it will be reported directly

Diskspace Threshold

4.1 Administrative Notes

/2 HitWB Administrative Notes - Windows Internet Explorer

[_[o[x]
@ + [I htp:fsrv monitoring it =] [#2][ x| [ive seard e
T8 0 HitW Administrative Notes | | 2 - B - - [2reage - (G Took »
Monitor Modules

settings Logoff - |
H HITWB MoNITOR L

Administrative Notes

Edit | Delete | autoupdate | System Info

System [SRY-MONITORING1

SRV-MONITORINGL =

[Monitoring testserver -
1Page 1ot

System Note 0OSName Serialnumber
o SRV-MONITORINGL Monitoring testserver

Wwebformadmiristrativenotes, aspxc

[ [ [ [ [ [SLocal intranet | Protected Mode: Off 0% -

Here you can supply a note per system, which is handy if you got a lot of systems to monitor. This
note is shown throughout the application. Also you can collect system information like OS, Serial
number, etc etc here automatically, by selecting the system and clicking on ‘AutoUpdate’
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4.2 IgnorelList Settings

{ HitWB IgnoreList Settings - Windows Internet Explorer

@:: ~ |1‘[‘ http: f/srv-monitoring1hitwb.net /WebformIgnoredMessages. aspx j 4l % |L| e Search Ll
©F 4P v Tgnorelist Settings | | i~ B - - nhpage - (iTook + 7
Monitor Modules Settings Logoff =l
H HITWEB MONITOR L
PoweRED By
Filter Messages L]
Edit Delete Insert [Select Fitter =
Filter -
until - [31-12-2030
1Pagelofl
Filter Ignore Until

L
Done [ [ [ [ [ & cocalintranet | Protected Mode: Off 0% -,

If you want to filter messages permanently or temporarily you can do it by adding a filter here. You
must also supply Until when this filter should be active.

You can also filter message by clicking on the message in the mainscreen, and clicking on Ignore.

4.3 UserSettings
/2 HItWB UserSettings - Windows Internet Explorer [-[o[x]

G- S, T 3 )] [ove searen o[-

T 40 AT HEWB UserSettings | | -8

(= ~ ;20 Page - {0 Tooks ~

Monitor Modules Settings Logoff =
H HITWE MOoNITOR L
handle-it\sa_monitoring ~
UserSettings L]
Edit Delete Insert available Systems Selected in profils
Username: [handle-itysa_monitoring SRY-MONITORINGL

Userrole  [administratar =

© userprofile based on System
© Userprofile based on Module

Bl [l

1Pagedoft

Username userRole
“ handle-itysa_monitoring - Administrator

Done [ [ [ [ | [ Localintranet | Protected Mode: off 0% v g
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This is the place where you can add HitWB Monitor users, give them a role and a profile based on
Module of System. Important is to know that the username must be specified in
<domainname>\<username> form. HitWB Monitor works with Windows Authentication so a
separate password to remember is not needed, just logon with the familiar Windows credentials
from you’re Active Directory.

5 Service Oriented Monitoring

2 HItWB Services Configuration - Windows Internet Explorer M=

&) = [T vy monterng s, SR, ol

‘ i - B - = - |2 Page + G Tooks -

T8 &7 [ HitWB Services Configuration ‘

Monitor Modules Settings Logoff =]

Services Configuration

Edit | Delete | Insert Select Service 3
Sorvice [harge Maintenance Window
N/A -
Description [E-mail Exchange i
Contacts  [System Administrator N/a x| To|nfa 7

Servers [srv-exchange.handle-it.nl E-mail [
Comp. [Microsoft Exchange =

HitwB Services Configuration]

1Page1ofi

ServiceName Description Components Servers

Lol Exchange E-mail Exchange Microsoft Exchange srv-exchange.handle-it.nl

o] FileServices Fileservices lanmanserver,Rpcss srv-fileserver handle-it.nl

Here you can easily configure Service Oriented Monitoring, by supplying a Servicename, Description
and a few other details. From this configured service Availabilty Reports will be automatically created
from that time.

Example of Service Oriented Monitoring of Exchange

e Service: Exchange

e Description: E-mail Exchange

e Contacts: System Administrator

e Servers: srv-exchangel.handle-it.nl, srv-exchange2.handle-it.nl
(fill in Full Qualified Domainname of servers that are part of this service, if more that one
servers separate by comma.)

e Components: Microsoft Exchange (Please fill in e.g. part of the Windows Service Names, or

part of the messagedescription that HitWB will log if service is down)

Optional
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e Maintenance Window, if you fill in Maintenance Window, From Hour / To Hour, service

disruption in that timeframe will be considered Regular Maintenance. Also if you’re service

window is not for 7*24h, you can add a service window accordingly.

6 Reporting

6.1 Availability Charts
Please click on the menubar ‘Monitor’ and select ‘Availability Charts’

G ) ~ [T rtelisvmontomo it retivebformasaiabitycharts asox = 42)[x] [ives o~
S 4 A Availabity Charts | | |- page + (3 Took -
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- Availability Charts [Month ] [2011 =] [0 =] Back
Availability E-mail Exchange Availability Fileservices
Ominutes disruplion 0 minutes disruption
Period 1-3-2011 unil 30-3-201 Period:1-9:2011 unil 30-3-2011
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If there was disruption in the selected period, the charts will contain a red part. By clicking on the

chart (only when there was disruption or planned maintenance), you can see the details about the

disruption that occurred. Also you can edit the disruption to Maintenance, so that it will not be

calculated as disruption.

6.2 Storage Capacity Planning

Every day the HitCollector service will make a snapshot of Storage Capacity of each server that is

filled in module Diskspace.

Here you have nice charts about the storage in time
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